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This document, which is part of the Program Documentation under the terms of your Oracle licensing agreement, is intended to help you understand the features, functionality, and options available for Oracle Programs. If you have a question about your licensing needs, please contact your Oracle sales representative or refer to the resources listed in "Related Documents" on page -vi for more information.

Oracle Database 10g is available in multiple editions, each suitable for different development and deployment scenarios. Oracle also offers several database options and packs that enhance the capabilities of Oracle Database for specific application requirements. Oracle Database Licensing Information provides information on these optional database products.

This Preface contains these topics:

- Intended Audience
- Documentation Accessibility
- Related Documents
- Conventions

**Intended Audience**

This book is intended for all purchasers of Oracle Database 10g.

**Documentation Accessibility**

Our goal is to make Oracle products, services, and supporting documentation accessible, with good usability, to the disabled community. To that end, our documentation includes features that make information available to users of assistive technology. This documentation is available in HTML format, and contains markup to facilitate access by the disabled community. Accessibility standards will continue to evolve over time, and Oracle is actively engaged with other market-leading technology vendors to address technical obstacles so that our documentation can be accessible to all of our customers. For more information, visit the Oracle Accessibility Program Web site at

http://www.oracle.com/accessibility/

**Accessibility of Code Examples in Documentation**

Screen readers may not always correctly read the code examples in this document. The conventions for writing code require that closing braces should appear on an
otherwise empty line; however, some screen readers may not always read a line of text that consists solely of a bracket or brace.

**Accessibility of Links to External Web Sites in Documentation**
This documentation may contain links to Web sites of other companies or organizations that Oracle does not own or control. Oracle neither evaluates nor makes any representations regarding the accessibility of these Web sites.

**TTY Access to Oracle Support Services**
Oracle provides dedicated Text Telephone (TTY) access to Oracle Support Services within the United States of America 24 hours a day, seven days a week. For TTY support, call 800.446.2398.

**Related Documents**
For more information, see these Oracle resources:
- *Oracle Database New Features* for information on the features new to this release of Oracle Database
- The Software Investment Guide, available at:
  

**Conventions**
The following text conventions are used in this document:

<table>
<thead>
<tr>
<th>Convention</th>
<th>Meaning</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>boldface</strong></td>
<td>Boldface type indicates graphical user interface elements associated with an action, or terms defined in text or the glossary.</td>
</tr>
<tr>
<td><em>italic</em></td>
<td>Italic type indicates book titles, emphasis, or placeholder variables for which you supply particular values.</td>
</tr>
<tr>
<td><strong>monospace</strong></td>
<td>Monospace type indicates commands within a paragraph, URLs, code in examples, text that appears on the screen, or text that you enter.</td>
</tr>
</tbody>
</table>
This chapter describes the four Oracle Database editions and the features available with those editions. It contains the following sections:

- The Oracle Database Product Family
- Feature Availability by Edition
- Special-Use Licensing

**The Oracle Database Product Family**

Oracle Database is available in four editions, each suitable for different development and deployment scenarios. Oracle also offers several database options, packs, and other products that enhance the capabilities of Oracle Database for specific application purposes. This section describes the Oracle Database editions. The database enhancement products are described in Chapter 2, “Options and Packs”.

**Oracle Database Standard Edition One**  
Oracle Database Standard Edition One delivers unprecedented ease of use, power, and performance for workgroup, department-level, and Web applications. From single-server environments for small business to highly distributed branch environments, Oracle Database Standard Edition One includes all the facilities necessary to build business-critical applications.

**Oracle Database Standard Edition**  
Oracle Database Standard Edition delivers the unprecedented ease of use, power, and performance of Standard Edition One, with support for larger machines and clustering of services with Real Application Clusters. Real Application Clusters is not included in the Standard Edition of releases prior to Oracle Database 10g, nor is it an available option with those earlier releases.

**Oracle Database Enterprise Edition**  
Oracle Database Enterprise Edition provides the performance, availability, scalability, and security required for mission-critical applications such as high-volume online transaction processing (OLTP) applications, query-intensive data warehouses, and demanding Internet applications. Oracle Database Enterprise Edition contains all of the components of Oracle Database, and can be further enhanced with the purchase of the options and packs described in Chapter 2, “Options and Packs”.

**Oracle Database Personal Edition**  
Personal Edition includes all of the components that are included with Enterprise Edition, as well as all of the options that are available with Enterprise Edition, with the exception of the Oracle Real Application Clusters option, which cannot be used with Personal Edition. Personal Edition is available on Windows 2000, Windows NT, Windows XP, and Windows Server 2003 (32-bit and 64-bit versions). The Management Packs are not included in Personal Edition.

### Feature Availability by Edition

Table 1–1 lists the features that are not available with Standard Edition or Standard Edition One. This table can help you understand the difference between the editions and determine whether you require Enterprise Edition (or Personal Edition for a single-user environment) for the features you need in your business.

<table>
<thead>
<tr>
<th>Area and Feature</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>High Availability</td>
<td></td>
</tr>
<tr>
<td>Oracle Data Guard</td>
<td>Data Guard provides a comprehensive set of services that create, maintain, manage, and monitor one or more standby databases to enable a production Oracle Database to survive disasters and data corruption.</td>
</tr>
<tr>
<td>Fast-start fault recovery</td>
<td>This feature provides fast and predictable recovery from system failures.</td>
</tr>
<tr>
<td>Online operations</td>
<td>The following online operations are not included with Standard Edition or Standard Edition One:</td>
</tr>
<tr>
<td></td>
<td>■ Online index maintenance</td>
</tr>
<tr>
<td></td>
<td>■ Online table organization</td>
</tr>
<tr>
<td></td>
<td>■ Online table redefinition</td>
</tr>
<tr>
<td>Backup and recovery</td>
<td>The following backup and recovery features are not included with Standard Edition or Standard Edition One:</td>
</tr>
<tr>
<td></td>
<td>■ Block-level media recovery</td>
</tr>
<tr>
<td></td>
<td>■ Parallel backup and recovery</td>
</tr>
<tr>
<td></td>
<td>■ Change-aware incremental backups</td>
</tr>
<tr>
<td></td>
<td>■ Duplexed backup sets (backup sets can be written to multiple devices in parallel)</td>
</tr>
<tr>
<td></td>
<td>■ Point-in-time tablespace recovery (a tablespace can be recovered up to a specified point in time after a failure or inadvertent transaction execution)</td>
</tr>
<tr>
<td></td>
<td>■ Trial recovery (redo is applied in memory only but is not written to disk and is easily rolled back)</td>
</tr>
<tr>
<td></td>
<td>The following backup and recovery features require the Oracle Advanced Security option if you are backing up to disk:</td>
</tr>
<tr>
<td></td>
<td>■ RMAN Backup Encryption</td>
</tr>
<tr>
<td></td>
<td>■ Unused Block Compression</td>
</tr>
<tr>
<td>Oracle Flashback features</td>
<td>The following Oracle Flashback features are not part of Standard Edition or Standard Edition One:</td>
</tr>
<tr>
<td></td>
<td>■ Oracle Flashback Table</td>
</tr>
<tr>
<td></td>
<td>■ Oracle Flashback Database</td>
</tr>
<tr>
<td></td>
<td>■ Oracle Flashback Transaction Query</td>
</tr>
<tr>
<td></td>
<td>■ Restore Points</td>
</tr>
</tbody>
</table>
### Security

<table>
<thead>
<tr>
<th>Feature</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Oracle Advanced Security</td>
<td>This option is described in &quot;Oracle Advanced Security&quot; on page 2-2.</td>
</tr>
<tr>
<td>Oracle Label Security</td>
<td>This option is described in &quot;Oracle Label Security&quot; on page 2-2.</td>
</tr>
<tr>
<td>Virtual Private Database</td>
<td>This feature provides functionality to create security policies that implement row-level security.</td>
</tr>
<tr>
<td>Fine-grained auditing</td>
<td>This feature allows the monitoring of database access based on the content of the data accessed.</td>
</tr>
<tr>
<td>Enterprise User Security</td>
<td>This feature allows the definition of enterprise users and roles.</td>
</tr>
<tr>
<td>Application roles</td>
<td>This feature allows the creation of roles that can be enabled only by applications using an authorized package.</td>
</tr>
<tr>
<td>N-tier authentication authorization</td>
<td>This feature preserves client identity throughout all tiers.</td>
</tr>
</tbody>
</table>

### Manageability

<table>
<thead>
<tr>
<th>Feature</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Oracle Change Management Pack</td>
<td>This pack is described in &quot;Oracle Change Management Pack&quot; on page 2-3.</td>
</tr>
<tr>
<td>Oracle Configuration Management Pack</td>
<td>This pack is described in &quot;Oracle Configuration Management Pack&quot; on page 2-6.</td>
</tr>
<tr>
<td>Oracle Diagnostic Pack</td>
<td>This pack is described in &quot;Oracle Diagnostic Pack&quot; on page 2-4.</td>
</tr>
<tr>
<td>Oracle Tuning Pack</td>
<td>This pack is described in &quot;Oracle Tuning Pack&quot; on page 2-6.</td>
</tr>
<tr>
<td>Database Resource Manager</td>
<td>Database Resource Manager gives Oracle Database more control over resource management decisions, circumventing problems arising from inefficient operating system management.</td>
</tr>
</tbody>
</table>

### VLDB, Data Warehousing, Business Intelligence

<table>
<thead>
<tr>
<th>Feature</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Oracle Partitioning</td>
<td>This option is described in &quot;Oracle Partitioning&quot; on page 2-1.</td>
</tr>
<tr>
<td>Oracle OLAP</td>
<td>This option is described in &quot;Oracle On-Line Analytical Processing (OLAP)&quot; on page 2-3.</td>
</tr>
<tr>
<td>Oracle Data Mining</td>
<td>This option is described in &quot;Oracle Data Mining&quot; on page 2-2.</td>
</tr>
<tr>
<td>Data compression</td>
<td>This feature provides the ability to compress tables and partitions.</td>
</tr>
<tr>
<td>Bitmapped index and bitmapped join index</td>
<td>This feature provides an index type commonly used in data warehouses for columns with low cardinality, such as ‘Y’ or ‘N’, to dramatically improve performance gains in a data warehouse application.</td>
</tr>
<tr>
<td>Star Query Transformation</td>
<td>This technique improves query performance in data warehouses that use star schemas. It transforms queries to include new subqueries, allowing fact tables to be accessed much more efficiently using bitmap indexes.</td>
</tr>
<tr>
<td>Export transportable tablespace</td>
<td>Import transportable tablespace, including cross-platform transport, is included with Standard Edition and Standard Edition One, but export transportable tablespace is not included.</td>
</tr>
<tr>
<td>Asynchronous Change Data Capture</td>
<td>This feature provides a framework for capturing change data, publishing it, and enabling applications to subscribe to the change data in a controlled fashion. Change capture occurs asynchronously based on the information in the Oracle redo logs.</td>
</tr>
<tr>
<td>Summary management</td>
<td>Summary management consists of mechanisms to define materialized views and dimensions, refresh and query rewrite mechanisms, and a collection of materialized view analysis and advisory functions and procedures in the DBMS_OLAP package.</td>
</tr>
</tbody>
</table>
### Features Specific to the Windows Platform

The following features related to application development are available only on Windows platforms:

- COM Automation
- Microsoft Transaction Server/COM+ integration
- Oracle OLE DB Provider
- Oracle Objects for OLE (OO4O)
- VLM Support
- OLE DB .NET and ODBC .NET support
- Native .NET Data Provider - ODP .NET
Oracle Database Extensions for .NET (.NET Stored Procedures)

Special-Use Licensing

Oracle Standard Edition and Real Application Clusters (RAC)  When used with Oracle Real Application Clusters in a clustered server environment, Oracle Database Standard Edition requires the use of Oracle Clusterware. Third-party clusterware management solutions are not supported. In addition, Automatic Storage Management (ASM) must be used to manage all database-related files, including datafiles, online logs, archive logs, control file, spfiles, and the flash recovery area. Third-party volume managers and file systems are not supported for this purpose.

Oracle Clusterware  Oracle Clusterware can be installed and used to protect all Oracle databases and third-party applications on the same cluster. At a minimum, one machine involved in the cluster must be licensed using the appropriate metric for either Oracle Database Enterprise Edition or Oracle Database Standard Edition. A cluster is defined to include all the machines that share the same Oracle Cluster Registry (OCR) and Voting Disk.

Infrastructure Repository Databases  A separate Oracle Database can be installed and used as a Recovery Manager (RMAN) repository without additional license requirements, provided that all the Oracle databases managed in this repository are correctly licensed. This repository database may also be used for the Oracle Enterprise Grid Control repository. It may not be used or deployed for other uses.

A separate Oracle Database can be installed and used as an Oracle Enterprise Manager Grid Control (OEM Grid Control) repository without additional license requirements, provided that all the targets (databases, applications, and so forth) managed in this repository are correctly licensed. This database may also be used for the RMAN repository. It may not be used or deployed for other uses.

Restricted-Use Licensing  The following restricted-use licenses are included with Oracle Database 10g in the editions indicated:

- A restricted-use license for Oracle Internet Directory (OID), a component of Oracle Identity Management, is included with all editions if users use the Directory Naming feature to configure Oracle Net Services. OID may not be used or deployed for other uses. Please contact your Oracle sales representative for additional information on Oracle Identity Management.

- For OS/390 implementations of Enterprise Edition, use of either Access Manager for CICS or Access Manager for IMS/TM is included.

- A restricted-use license for Oracle Application Server Containers for J2EE (OC4J) is included with all editions. This embedded version is provided solely to support Oracle Enterprise Manager (Database and Grid Control), Advanced Queuing Servlet, iSQL*Plus, Ultra Search, and Workflow, and may not be used or deployed for other uses.
This chapter describes the separately licensed Oracle Database options, management packs, and other products you can purchase to enhance the capabilities of Oracle Database in specific application environments. This chapter contains the following sections:

- **Oracle Database Options**
- **Oracle Management Packs**
- **Other Oracle Products**

You may not use the options, packs, or products described below without separately purchased licenses. The fact that these options, packs, or products may be included in product CDs or downloads or described in documentation that you receive does not authorize you to use them without purchasing appropriate licenses.

### Oracle Database Options

All the Oracle Database options can be purchased with Oracle Database Enterprise Edition. Real Application Clusters is included with Oracle Database Standard Edition. You cannot purchase any options with Oracle Database Standard Edition One. The Personal Edition includes all options except Real Application Clusters at no additional cost.

### Oracle Real Application Clusters

Oracle Real Application Clusters (RAC) is a database computing environment that harnesses the processing power of multiple interconnected computers using clustering technology. RAC provides unlimited scalability and high availability for all applications. RAC makes the database highly available in the presence of computer hardware or software failure: in the event any computer in the cluster fails, the database continues to provide service on the surviving computers in the cluster. RAC provides scalable performance: as demand for database throughput grows, additional computers can be added to the database cluster with no downtime. RAC supports a single-system image for ease of management. RAC also provides a complete and integrated stack of clustering software on all platforms; third-party clusterware software is not required. Finally, RAC provides cluster file system capability on the Windows, Linux, and Solaris platforms.

### Oracle Partitioning

Oracle Partitioning enhances the data management environment for OLTP, data mart, data warehouse, and content management applications by adding significant
manageability, availability, and performance capabilities to large underlying database
tables and indexes. Oracle Partitioning lets you store large tables as individually
managed smaller pieces, while retaining a single application-level view of the data.
Range, hash, list, and composite (range combined with hash and range combined with
list) partitioning methods are supported.

Oracle Data Mining

Oracle Data Mining enables companies to build advanced business intelligence
applications that mine corporate databases, reveal new patterns and relationships, and
integrate that information into business applications. This option embeds data mining
functionality into Oracle Database for making classifications, predictions, and
associations. All model-building, scoring, and metadata management operations are
accessible by way of either a Java or PL/SQL API.

Oracle Advanced Security

Oracle Advanced Security provides transparent data encryption of data stored in the
database, the encryption and optimized compression of disk-based backups of the
database, and also network encryption for data traveling across the network between
the database and client or mid-tier applications. In addition it provide a complete suite
of strong authentication services to Oracle Database. Network encryption is
implemented using industry-standard data encryption and data integrity algorithms.
This feature provides a choice of algorithms and cipher strengths for deployment.
Strong authentication services support a comprehensive suite of industry-standard
third-party authentication options. The authentication options include single sign-on
services to the Oracle Database by interoperating with existing authentication
frameworks and two-factor authentication choices such as smart cards and token
cards.

Users wishing to use Enterprise User Security in Oracle Database Enterprise Edition
no longer need to license the Oracle Advanced Security Option for password-based
authentication. However, they must license the Oracle Identity Management Option,
which includes Oracle Internet Directory (OID). Users wishing to use stronger
authentication alternatives (such as Kerberos or PKI) for Enterprise User Security must
license Oracle Advanced Security and Oracle Identity Management. Oracle Identity
Management is an option to the Oracle Application Server 10g Standard Edition
product. Any Oracle Advanced Security licenses purchased on or before January 31,
2004, have restricted use of the Oracle Identity Management option to support
enterprise user security. Please contact your Oracle sales representative for additional
information.

Oracle Label Security

Oracle Label Security provides sophisticated and flexible security based on row labels
for fine-grained access control. This option employs labeling concepts used by
government, defense, and commercial organizations to protect sensitive information
and provide data separation. It includes a powerful tool to manage policies, labels, and
user label authorizations.

By default, Oracle Label Security is configured to use Oracle Database for all policy
management. Users interested in centralized policy management using the Oracle
Identity Management infrastructure must additionally license Oracle Identity
Management. Please contact your Oracle sales representative for additional
information.
Oracle On-Line Analytical Processing (OLAP)

Oracle OLAP is a scalable, high-performance calculation engine with fully integrated management and administration for delivering analytic applications. Fully integrated in the database, this option provides a complete set of analytic functions. Predictive analysis can be used, for example, to forecast market trends, predict product manufacturing requirements, and build enterprise budgeting and financial analysis systems. Using complex, multidimensional queries and calculations, information such as market shares and net present value can be derived. The Java OLAP API provides efficient object-orientation for building applications that require complex analytic queries.

Oracle Spatial

Oracle Spatial provides advanced spatial analysis features for complex geographic information systems (GIS) applications, enterprise applications, and location-based services applications. It augments the Oracle Locator feature, which provides storage, analysis, and indexing of location data accessible through SQL and standard programming languages, supporting seamless integration of location data into enterprise applications, and use of any leading third-party GIS tool to access location data. Oracle Spatial advanced features include GeoRaster for storage, indexing, and analysis of image and gridded raster data, such as satellite imagery and remotely sensed data; a network data model that allows users to model and analyze link-node networks (graphs) for applications; a topology data model and schema to persistently manage topology; a fully functional geocoding engine and routing engine; and location-based analysis functions for business intelligence applications, including location-based classification, binning, association, and correlation. Oracle Spatial also supports spatial data manipulation and analysis such as buffer generation, area/distance calculations, linear referencing, and more.

Oracle Management Packs

The sections that follow describe the Oracle management packs. The management packs can be purchased only with Enterprise Edition. The features in these packs are accessible through Oracle Enterprise Manager Database Control, Oracle Enterprise Manager Grid Control, and APIs provided with Oracle Database software.

Oracle Change Management Pack

The Oracle Change Management Pack enables administrators to evaluate, plan, and implement database schema changes. Using the Change Management Pack, administrators can investigate and track changes, compare and synchronize objects and schemas, modify schema objects, evaluate the change impact, and if required undo changes that have been made previously. The Change Management Pack makes change management simple and efficient and minimizes chances for error, thereby reducing the opportunity for data loss and system down-time.

The Change Management Pack includes the following features:

- Reverse engineer database and schema definitions
- Capture and version baselines
- Compare databases and schemas, or baselines
- Copy database objects with data, with a subset of the data, or without data
- Update database object definitions (ALTER TABLE)
- Synchronize objects and schemas
- Evaluate the impact of changes
- Clone or propagate application schemas

In order to use the features listed above you must install the Java console version of Enterprise Manager, which you can find in the /companion directory of the installation medium. The use of this interface requires licensing of the Change Management Pack.

**Oracle Diagnostic Pack**

The Oracle Diagnostic Pack provides automatic performance diagnostic and advanced system monitoring functionality. The Diagnostic Pack includes the following features:

- Automatic Workload Repository
- Automatic Database Diagnostic Monitor (ADDM)
- Performance monitoring (database and host)
- Event notifications: notification methods, rules, and schedules
- Event history and metric history (database and host)
- Blackouts
- Dynamic metric baselines
- Monitoring templates
- Memory-access based performance monitoring

In order to use the features listed above, you must purchase licenses for the Diagnostic Pack. The Diagnostics Pack functionality can be accessed by Enterprise Manager links as well as through the database server command-line APIs. The use of either interface requires a Diagnostic Pack license.

**Enterprise Manager**

To determine which links in Enterprise Manager Grid Control and Database Control are part of the Diagnostics Packs, click the **Setup** link on the top right-hand part of the Enterprise Manager Home page.

- When you click the **Setup** link, the navigation bar contains the **Management Pack Access** link. Click this link.
- This will take you to the **Management Pack Access** page, which allows you to grant and remove access from all the management packs.
  - For Enterprise Manager Database Control, click the **Remove Access** radio button for the Diagnostic Pack and click **Apply**.
  - For Enterprise Manager Grid Control, click the appropriate check box for the Diagnostic Pack and click **Apply**.

This will disable all the links and tabs associated with the Diagnostics Pack in Enterprise Manager. All the disabled links and tabs are part of the Diagnostics Pack and therefore require pack license.

**Command-Line APIs**

Diagnostics Pack features can also be accessed by way of database server APIs and command-line interfaces:
- The DBMS_WORKLOAD_REPOSITORY package is part of this pack.
- The DBMS_ADVISOR package is part of this pack if you specify ADDM as the value of the advisor_name parameter, or if you specify for the value of the task_name parameter any value starting with the ADDM prefix.
- The V$ACTIVE_SESSION_HISTORY dynamic performance view is part of this pack.
- All data dictionary views beginning with the prefix DBA_HIST_ are part of this pack, along with their underlying tables.
- All data dictionary views with the prefix DBA_ADVISOR_ are part of this pack if queries to these views return rows with the value ADDM in the ADVISOR_NAME column or a value of ADDM* in the TASK_NAME column or the corresponding TASK_ID.
- The following reports found in the /rdbms/admin/ directory of the Oracle home directory are part of this pack: awrrpt.sql, awrrptj.sql, admrpt.sql, admrptj.sql, awrrpt.sql, awrrptj.sql, admrpt.sql, admrptj.sql, ashrpt.sql, ashrptj.sql, awrddrpt.sql, awrddrptj.sql, awrsqrpt.sql, awrsqrptj.sql.

**Oracle Diagnostics Pack Enterprise Manager Repository Views**

- Monitoring Views
  - MGMT$BLACKOUT_HISTORY
  - MGMT$BLACKOUTS
  - MGMT$ALERT_ANNOTATIONS
  - MGMT$ALERT_NOTIF_LOG
  - MGMT$TARGET_METRIC_COLLECTIONS
  - MGMT$METRIC_COLLECTIONS
  - MGMT$TARGET_METRIC_SETTINGS
  - MGMT$AVAILABILITY_CURRENT
  - MGMT$AVAILABILITY_HISTORY
  - MGMT$METRIC_CURRENT
  - MGMT$METRIC_HISTORY
  - MGMT$METRIC_DETAILS
  - MGMT$METRIC_CURRENT
  - MGMT$METRIC_HOURLY
  - MGMT$METRIC_DAILY

- Template Views
  - MGMT$TEMPLATES
  - MGMT$TEMPLATE_POLICY_SETTINGS
  - MGMT$TEMPLATE_METRIC_COLLECTION
  - MGMT$TEMPLATE_METRIC_SETTINGS
Oracle Tuning Pack

The Oracle Tuning Pack provides database administrators with expert performance management for the Oracle environment, including SQL tuning and storage optimizations. The Oracle Diagnostic Pack is a prerequisite product to the Oracle Tuning Pack. Therefore, to use the Tuning Pack, you must also have a Diagnostic Pack. The Tuning Pack includes the following features:

- SQL Access Advisor
- SQL Tuning Advisor
- SQL Tuning Sets
- Reorganize objects

In order to use the features listed above, you must purchase licenses for the Tuning Pack. The Tuning Pack functionality can be accessed by the Enterprise Manager links as well as through the database server command-line APIs. The use of either interface requires licensing of the Tuning Pack.

Enterprise Manager

To determine which links in Enterprise Manager Grid Control and Database Control are part of the Diagnostics Packs, click the Setup link on the top right-hand part of the Enterprise Manager Home page.

- When you click the Setup link, the navigation bar contains the Management Pack Access link. Click this link.
- This will take you to the Management Pack Access page, which allows you to grant and remove access from all the management packs.
  - For Enterprise Manager Database Control, click the Remove Access radio button for the Tuning Pack and click Apply.
  - For Enterprise Manager Grid Control, click the appropriate check box for the Tuning Pack and click Apply.

This will disable all the links and tabs associated with the Tuning Pack in Enterprise Manager. All the disabled links and tabs are part of the Tuning Pack and therefore require pack license.

Command-Line APIs

Tuning Pack features can also be accessed by way of database server APIs. Use of the following PL/SQL packages requires a license for the Oracle Tuning Pack:

- DBMS_SQLTUNE
- DBMS_ADVISOR, when the value of the advisor_name parameter is either SQL Tuning Advisor or SQL Access Advisor.

The following report found in the /rdbms/admin/ directory of the Oracle home directory is part of this pack: sqltrpt.sql.

Oracle Configuration Management Pack

The Oracle Configuration Management Pack automates the time-consuming and often error prone process of software configuration, software and hardware inventory tracking, patching, cloning and policy management. The Configuration Management Pack includes the following features:

- Database and Host Configuration
- Deployments
- Search configuration
- Compare configuration
- Policies, including Security checks and scoring

In order to use the features listed above, you must purchase licenses for the Configuration Management Pack. The Configuration Management Pack functionality can be accessed by the Enterprise Manager and through the Enterprise Manager repository views. The use of either interface requires licensing of the Configuration Management Pack.

In earlier releases, three additional features were part of this pack: Patch Deployment (Patch Database and View Patch Cache, Patch staging), Clone Oracle Home, and Clone Database. These features are no longer part of the Configuration Management Pack. They are now part of the Oracle Provisioning Pack, which is licensed with Enterprise Manager. However, if you have previously licensed the Configuration Management Pack for Oracle Database, you are entitled to use these features without licensing the Provisioning Pack.

**Enterprise Manager**

To determine which links in Enterprise Manager Grid Control and Database Control are part of the Configuration Management Pack click the Setup link on the top right hand part of the Enterprise Manager Home page.

- When you click the **Setup** link, the navigation bar contains the **Management Pack Access** link. Click this link.

- This will take you to the **Management Pack Access** page, which allows you to grant and remove access from all the management packs.
  - For Enterprise Manager Database Control, click the Remove Access radio button for the Configuration Management Pack and press the Apply button.
  - For Enterprise Manager Grid Control, click the appropriate check box for the Configuration Management Pack and press the Apply button.

This will disable all the links and tabs associated with the Configuration Management Pack in Enterprise Manager. All the disabled links and tabs are part of the Configuration Management Pack and therefore require pack license.

**Configuration Management Pack Enterprise Manager Repository Views**

- **Inventory Views**
  - MGMT$TARGET
  - MGMT$TARGET_TYPE
  - MGMT$TARGET_TYPE_DEF
  - MGMT$TARGET_ASSOCIATIONS
  - MGMT$TARGET_MEMBERS
  - MGMT$TARGET_FLAT_MEMBERS
  - MGMT$TARGET_TYPE_PROPERTIES
  - MGMT$TARGET_PROPERTIES
  - MGMT$METRIC_CATEGORIES
- MGMT$GROUP_FLAT_MEMBERSHIPS

**Policy Definition Views**
- MGMT$POLICIES
- MGMT$POLICY_PARAMETERS
- MGMT$POLICY_VIOLATION_CTX
- MGMT$POLICY_VIOL_ANNOTATIONS
- MGMT$POLICY_VIOL_NOTIF_LOG

**Policy Association Views**
- MGMT$TARGET_POLICIES
- MGMT$TARGET_POLICY_SETTINGS
- MGMT$TARGET_POLICY_EVAL_SUM
- MGMT$TARGET_COMPLIANCE_SCORE

**Policy Violation Views**
- MGMT$POLICY_VIOLATION_CURRENT
- MGMT$POLICY_VIOLATION_HISTORY
- MGMT$POLICY_VIOLATION_CONTEXT

**Configuration Views**
- MGMT$DB_TABLESPACES
- MGMT$DB_DATAFILES
- MGMT$DB_CONTROLFILES

**Oracle Home Patching**
- MGMT$CPF_ADVISORY_INFO
- MGMT$CPF_HOMES_INFO
- MGMT$CPF_PATCH_INFO
- MGMT$EM_HOMES_PLATFORM
- MGMT$HOMES_AFFECTED
- MGMT$PATCH_ADVISORIES
- MGMT$APPL_PATCH_AND_PATCHSET
- MGMT$APPLIED_PATCHES
- MGMT$APPLIED_PATCHSETS

**Linux Patching**
- MGMT$HOSTPATCH_HOSTS
- MGMT$HOSTPATCH_GROUPS
- MGMT$HOSTPATCH_GRP_COMPL_HIST
- MGMT$HOSTPATCH_HOST_COMPL

**Security Views**
- MGMT$ESA_ALL_PRIVS_REPORT
Other Oracle Products

In addition to the options and packs described in this chapter, Oracle provides two additional products for specific customer environments.

Oracle Programmer

Oracle Programmer is a separate Oracle product that provides a programmatic interface to any edition of Oracle Database for application programmers. Programmer provides a rich set of interfaces for developers who build enterprise applications that access and manipulate Oracle Database. This product is licensed separately from the Oracle Database products. Oracle Programmer is a family of the following products:

- Three embedded SQL-style interfaces: precompilers, SQL*Module, and SQLJ
- Two utilities to generate host-language bindings from database schemas: Object Type Translator and JPub
Oracle Database Lite

Oracle Database Lite provides efficient, reliable, and secure data management for applications running locally on mobile and small-footprint devices (handhelds, laptops, communicators, and so forth). Oracle Database Lite supports scalable synchronization of data between devices and any Oracle Database while offering complete management of users, devices, and applications. Oracle Database Lite requires a minimum of one Named User Plus license or the total number of actual users, whichever is greater.
This appendix includes third-party license information for all third-party products included with Oracle Database 10g Release 2 (10.2). Oracle acknowledges that the following Third Party and Open Source software are used in the provided programs covered by this documentation.

**Apache Web Server 1.3.22 (including mod_mm 1.1.3, mod_perl 1.26, mod_jserv, SOAP 2.2, SOAP Client 2.2, SOAP Envelopes API and DBI 0.88) from Apache Software Foundation**

Copyright (c) 1996-2002 The Apache Software Foundation. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following disclaimer.
2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following disclaimer in the documentation and/or other materials provided with the distribution.
3. The end-user documentation included with the redistribution, if any, must include the following acknowledgment:

   'This product includes software developed by the Apache Software Foundation (http://www.apache.org/).

   Alternately, this acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments normally appear.
4. The names 'Apache' and 'Apache Software Foundation' must not be used to endorse or promote products derived from this software without prior written permission. For written permission, please contact apache@apache.org.
5. Products derived from this software may not be called 'Apache', nor may 'Apache' appear in their name, without prior written permission of the Apache Software Foundation.

THIS SOFTWARE IS PROVIDED 'AS IS' AND ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

This software consists of voluntary contributions made by many individuals on behalf of the Apache Software Foundation. For more information on the Apache Software Foundation, please see http://www.apache.org/. This product includes software developed by the Java Apache Project for use in the Apache JServ Servlet Engine (http://java.apache.org).

**DBI 1.20/DBD 1.15 from Tim Bunce**

This product includes source code developed by Tim Bunce which can be found at http://search.cpan.org/~timb/DBD-Oracle-1.12/.

**SSL Plus Toolkit from Certicom**

This product includes code licensed from Certicom.

**Zip Utility 2.3, UnZip Utility 5.5.1 from Info-ZIP**

Copyright (c) 1990-2003 Info-ZIP. All rights reserved.

For the purposes of this copyright and license, 'Info-ZIP' is defined as the following set of individuals: Mark Adler, John Bush, Karl Davis, Harald Denker, Jean-Michel Dubois, Jean-loup Gailly, Hunter Goatley, Ed Gordon, Ian Gorman, Chris Herborth, Dirk Haase, Greg Hartwig, Robert Heath, Jonathan Hudson, Paul Kienitz, David Kirschbaum, Johnny Lee, Onno van der Linden, Igor Mandrichenko, Steve P. Miller, Sergio Monesi, Keith Owens, George Petrov, Greg Roeloofs, Kai Uwe Rommel, Steve Salisbury, Dave Smith, Steven M. Schweda, Christian Spieler, Cosmin Truta, Antoine Verheijen, Paul von Behren, Rich Wales, Mike White

This software is provided 'as is,' without warranty of any kind, express or implied. In no event shall Info-ZIP or its contributors be held liable for any direct, indirect, incidental, special or consequential damages arising out of the use of or inability to use this software. Permission is granted to anyone to use this software for any purpose, including commercial applications, and to alter it and redistribute it freely, subject to the following restrictions:

1. Redistributions of source code must retain the above copyright notice, definition, disclaimer, and this list of conditions.

2. Redistributions in binary form (compiled executables) must reproduce the above copyright notice, definition, disclaimer, and this list of conditions in documentation and/or other materials provided with the distribution. The sole exception to this condition is redistribution of a standard UnZipSFX binary (including SFXWiz) as part of a self-extracting archive; that is permitted without inclusion of this license, as long as the normal SFX banner has not been removed from the binary or disabled.

3. Altered versions--including, but not limited to, ports to new operating systems, existing ports with new graphical interfaces, and dynamic, shared, or static library versions--must be plainly marked as such and must not be misrepresented as being the original source. Such altered versions also must not be misrepresented as being Info-ZIP releases--including, but not limited to, labeling of the altered versions with the names 'Info-ZIP' (or any variation thereof, including, but not limited to, different capitalizations), 'Pocket UnZip,' 'WiZ' or 'MacZip' without the explicit permission of Info-ZIP. Such altered versions are further prohibited from misrepresentative use of the Zip-Bugs or Info-ZIP e-mail addresses or of the Info-ZIP URL(s).
4. Info-ZIP retains the right to use the names 'Info-ZIP,' 'Zip,' 'UnZip,' 'UnZipSFX,' 'WiZ,' 'Pocket UnZip,' 'Pocket Zip,' and 'MacZip' for its own source and binary releases.

Stemming Technology 2.2, XLT API Developer Toolkit v.1.0.5 (including Updates), and Linguistic Databases (including Updates) for English, French, German, Italian, Spanish and Dutch from Inxight

Copyright (c) Inxight Software, Inc.

Kerberos 5 Release 11.0 Beta 4 from from Massachusetts Institute of Technology (MIT), OpenVision Technologies, Inc. and the Regents of the University of California

This program contains third-party code from Massachusetts Institute of Technology (MIT), OpenVision Technologies, Inc. and the Regents of the University of California. Under the terms of the Kerberos license, Oracle is required to license the Kerberos software to you under the following terms. Note that the terms contained in the Oracle program license that accompanied this product do not apply to the Kerberos software, and your rights to use the software are solely as set forth below. Oracle is not responsible for the performance of the Kerberos software, does not provide technical support for the software, and shall not be liable for any damages arising out of any use of the Kerberos software.

Copyright (c) 1985-2002 by the Massachusetts Institute of Technology.

All rights reserved.

Export of this software from the United States of America may require a specific license from the United States Government. It is the responsibility of any person or organization contemplating export to obtain such a license before exporting.

WITHIN THAT CONSTRAINT, permission to use, copy, modify, and distribute this software and its documentation for any purpose and without fee is hereby granted, provided that the above copyright notice appear in all copies and that both that copyright notice and this permission notice appear in supporting documentation, and that the name of M.I.T. not be used in advertising or publicity pertaining to distribution of the software without specific, written prior permission. Furthermore, if you modify this software you must label your software as modified software and not distribute it in such a fashion that it might be confused with the original M.I.T. software. M.I.T. makes no representations about the suitability of this software for any purpose. It is provided "as is" without express or implied warranty.

THIS SOFTWARE IS PROVIDED "AS IS" AND WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.

Individual source code files are copyright M.I.T., Cygnus Support, OpenVision, Oracle, Sun Soft, FundsXpress, and others.

Project Athena, Athena, Athena MUSE, Discuss, Hesiod, Kerberos, Moira, and Zephyr are trademarks of the Massachusetts Institute of Technology (M.I.T.). No commercial use of these trademarks may be made without prior written permission of M.I.T.

"Commercial use" means use of a name in a product or other for-profit manner. It does NOT prevent a commercial firm from referring to the M.I.T. trademarks in order to convey information (although in doing so, recognition of their trademark status should be given).
Open Vision Kerberos Administration System  The following copyright and permission notice applies to the OpenVision Kerberos Administration system located in kadmin/create, kadmin/dbutil, kadmin/passwd, kadmin/server, lib/kadm5, and portions of lib/rpc:


WARNING: Retrieving the OpenVision Kerberos Administration system source code, as described below, indicates your acceptance of the following terms. If you do not agree to the following terms, do not retrieve the OpenVision Kerberos administration system.

You may freely use and distribute the Source Code and Object Code compiled from it, with or without modification, but this Source Code is provided to you "AS IS" EXCLUSIVE OF ANY WARRANTY, INCLUDING, WITHOUT LIMITATION, ANY WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE, OR ANY OTHER WARRANTY, WHETHER EXPRESS OR IMPLIED. IN NO EVENT WILL OPENVISION HAVE ANY LIABILITY FOR ANY LOST PROFITS, LOSS OF DATA, OR COSTS OF PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES, OR FOR ANY SPECIAL, INDIRECT, OR CONSEQUENTIAL DAMAGES ARISING OUT OF THIS AGREEMENT, INCLUDING, WITHOUT LIMITATION, THOSE RESULTING FROM THE USE OF THE SOURCE CODE, OR THE FAILURE OF THE SOURCE CODE TO PERFORM, OR FOR ANY OTHER REASON.

OpenVision retains all copyrights in the donated Source Code. OpenVision also retains copyright to derivative works of the Source Code, whether created by OpenVision or by a third party. The OpenVision copyright notice must be preserved if derivative works are made based on the donated Source Code.

OpenVision Technologies, Inc., has donated this Kerberos Administration system to M.I.T. for inclusion in the standard Kerberos 5 distribution. This donation underscores our commitment to continuing Kerberos technology development and our gratitude for the valuable work which has been performed by M.I.T. and the Kerberos community.

Additional Licensing Information  Portions contributed by Matt Crawford crawdad@fnal.gov were work performed at Fermi National Accelerator Laboratory, which is operated by Universities Research Association, Inc., under contract DE-AC02-76CHO3000 with the U. S. Department of Energy.

Perl Interpreter 5.8.3, Devel-symdump 2.01, Digest MD5 2.13, HTML Parser 3.2.4/3.2.5, Libnet 1.0703, Libwww-perl 5.53, MIME based 64 v2.12, Net-Daemon 0.35, PIRPC 0.2015, Storable 1.012, URI 1.12, Win32-TieRegistry-0.24, Win32API-Registry-0.23, Simple.pm [final name pending] from CPAN/Perl

Source code for the standard unmodified version of the above products can be found at http://www.cpan.org/src/README.html.

BSAFE (BSAFE CRYPTO-C 6.0.3.), BSAFE (BSAFE CERT-C TOOLKIT 2.5.1) from RSA Security

This product includes code licensed from RSA Data Security.
JRE 1.4.2, JDK 1.4.2, Java Advanced Imaging (JAI) 1.1.1_01, Java Access Bridge 1.0.2 (Production Version) and Java Mail 1.1.3. from Sun Microsystems
This product includes code provided by Sun Microsystems.

BLAS and LPACK
Copyright (c) Jack Dongarra
All rights reserved.
Redistribution and use in source and binary forms, with or without modification, are permitted provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the following disclaimer.
2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following disclaimer in the documentation and/or other materials provided with the distribution.
3. Neither the name of BLAS or LPACK nor the names of its contributors may be used to endorse or promote products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN
ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE
POSSIBILITY OF SUCH DAMAGE.

**mod_ssl, Ralf S. Engelschall**

Copyright (c) 1998-2001 Ralf S. Engelschall. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are
permitted provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of
   conditions and the following disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this
   list of conditions and the following disclaimer in the documentation and/or other
   materials provided with the distribution.

3. All advertising materials mentioning features or use of this software must display
   the following acknowledgement:

   This product includes software developed by Ralf S. Engelschall
   <rse@engelschall.com> for use in the mod_ssl project
   (http://www.modssl.org/)

4. The names "mod_ssl" must not be used to endorse or promote products derived
   from this software without prior written permission. For written permission,
   please contact rse@engelschall.com.

5. Products derived from this software may not be called "mod_ssl" nor may "mod_ssl"
   appear in their names without prior written permission of Ralf S. Engelschall.

6. Redistributions of any form whatsoever must retain the following
   acknowledgment:

   This product includes software developed by Ralf S. Engelschall
   <rse@engelschall.com> for use in the mod_ssl project
   (http://www.modssl.org/)

THIS SOFTWARE IS PROVIDED BY RALF S. ENGELSCHALL AS IS AND ANY
EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE
IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL RALF S.
ENGELSCHALL OR HIS CONTRIBUTORS BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF
SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF
LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF
THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

**OpenSSL 0.9.6b, OpenSSL Project**

Distribution License. The following must be in the documentation for object code
distributions:

Copyright (c) 1998-2001 The OpenSSL Project. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are
permitted provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of
   conditions and the following disclaimer.
2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following disclaimer in the documentation and/or other materials provided with the distribution.

3. All advertising materials mentioning features or use of this software must display the following acknowledgement:
   This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit (http://www.openssl.org/)

4. The names "OpenSSL Toolkit" and "OpenSSL Project" must not be used to endorse or promote products derived from this software without prior written permission. For written permission, please contact openssl-core@openssl.org.

5. Products derived from this software may not be called "OpenSSL" nor may "OpenSSL" appear in their names without prior written permission of the OpenSSL Project.

6. Redistributions of any form whatsoever must retain the following acknowledgment:
   This product includes software developed by the OpenSSL Project for use in the OpenSSL toolkit. (http://www.openssl.org/).

THIS SOFTWARE IS PROVIDED BY THE OpenSSL PROJECT AS IS AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE OpenSSL PROJECT OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

TCL 8.2.3

This product includes TCL v. 8.2.3 files which require inclusion of the following notice:

This software is copyrighted by the Regents of the University of California, Sun Microsystems, Inc., Scriptics Corporation, and other parties. The following terms apply to all files associated with the software unless explicitly disclaimed in individual files.

The authors hereby grant permission to use, copy, modify, distribute, and license this software and its documentation for any purpose, provided that existing copyright notices are retained in all copies and that this notice is included verbatim in any distributions. No written agreement, license, or royalty fee is required for any of the authorized uses.

Modifications to this software may be copyrighted by their authors and need not follow the licensing terms described here, provided that the new terms are clearly indicated on the first page of each file where they apply.

IN NO EVENT SHALL THE AUTHORS OR DISTRIBUTORS BE LIABLE TO ANY PARTY FOR DIRECT, INDIRECT, SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OF THIS SOFTWARE, ITS DOCUMENTATION, OR ANY DERIVATIVES THEREOF, EVEN IF THE AUTHORS HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.
THE AUTHORS AND DISTRIBUTORS SPECIFICALLY DISCLAIM ANY WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, AND NON-INFRINGEMENT. THIS SOFTWARE IS PROVIDED ON AN "AS IS" BASIS, AND THE AUTHORS AND DISTRIBUTORS HAVE NO OBLIGATION TO PROVIDE MAINTENANCE, SUPPORT, UPDATES, ENHANCEMENTS, OR MODIFICATIONS.

GOVERNMENT USE: If you are acquiring this software on behalf of the U.S. government, the Government shall have only "Restricted Rights" in the software and related documentation as defined in the Federal Acquisition Regulations (FARs) in Clause 52.227.19 (c) (2). If you are acquiring the software on behalf of the Department of Defense, the software shall be classified as "Commercial Computer Software" and the Government shall have only "Restricted Rights" as defined in Clause 252.227-7013 (c) (1) of DFARs. Notwithstanding the foregoing, the authors grant the U.S. Government and others acting in its behalf permission to use and distribute the software in accordance with the terms specified in this license.

Miscellaneous Third-Party Licensing Information

Portions of this software Copyright 1992-1999 MapInfo Corporation, ALL RIGHTS RESERVED.
Index

A
Advanced Security option, 2-2

D
database options, 2-1
Advanced Security, 2-2
Data Mining, 2-2
Label Security, 2-2
OLAP, 2-3
Partitioning, 2-1
Real Application Clusters, 2-1
Spatial, 2-3

E
Enterprise Edition, 1-1

L
Lite, 2-10

M
management packs, 2-3
Change Management, 2-3
Configuration Management, 2-6
Diagnostic, 2-4
Tuning, 2-6

O
OLAP option, 2-3
Oracle Change Management Pack, 2-3
Oracle Configuration Management Pack, 2-6
Oracle Data Mining Option, 2-2
Oracle Database Enterprise Edition, 1-1
Oracle Database Lite, 2-10
Oracle Database Personal Edition, 1-1
Oracle Database Standard Edition, 1-1
Oracle Database Standard Edition One, 1-1
Oracle Diagnostic Pack, 2-4
Oracle Label Security option, 2-2
Oracle On-Line Analytical Processing option, 2-3
Oracle Partitioning option, 2-1
Oracle Real Application Clusters option, 2-1
Oracle Spatial option, 2-3
Oracle Tuning Pack, 2-6

P
Personal Edition, 1-1

S
software editions, 1-1
Standard Edition, 1-1
Standard Edition One, 1-1